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Basic Information
• Name:   Developing a Collaborative BGP Routing Analyzing and   

Diagnosing Platform

• Date:     Feb.24, 2022 – Aug.23, 2023 (18 months)

• Co-PI:    Jilong Wang (CERNET, CN)

Chalermpol Charnsripinyo (ThaiREN, TH)
Simon Green (SingAREN, SG)

• Funding: 
• USD150,000 (APNIC Foundation)
• USD69,660 (in-kind contribution from Tsinghua Univ., China)



Objectives Detail work Status
Build a collaborative 
community for enhancing the 
capacity of NRENs' network 
operation and measurement

Inviting project partners 17 NRENs and 2 universities

Setting up project website Done

Collaborative work, including regular meetings and discussions Done

Platforms development and deployment See below

Establish a distributed BGP 
routing monitoring platform
and a looking glass platform in 
the Asia-Pacific region

BGP Routing Information Sharing 15 partners

Looking Glass Platform Connect with 7 partners, link 
to 4 partners

Tools for operator(dashboard, routing path search, register and 
alarm email)

Done by August 2023

Deploy a BGP hijacking
detection and mitigation
system and analyze the 
robustness of routing in the 
Asia-Pacific region

Development of prefix hijacking detection Done by August 2023

Development of path hijacking detection Done by August 2023

Research Paper: region resilience Done by May 2023

Research Paper: routing hijacking detection Done by June 2023

Share knowledge and 
experience globally

Training events: RPKI, MANRS, DNSSEC, BGPWatch platform Done by May 2023

Meeting presentations, paper, technical reports, manuals, etc. Nearly Done

The Project Objectives and Achievements



Collaborative Community – Partnerships 
• 19 Partner Organizations joined the project 

(listed alphabetically)

• AARNET(AU)
• APAN-JP(JP)
• BdREN(BD)
• CERNET(CN)
• DOST-ASTI(PREGINET)(PH)
• ERNET(IN)
• Gottingen University(DE)
• HARNET(JUCC, HK)
• ITB(ID) 
• KREONET(KR)

• LEARN(LK)
• MYREN(MY)
• NREN(NP)
• PERN(PK)
• REANNZ(NZ)
• SingAREN(SG)
• Surrey University(UK)
• ThaiREN(TH)
• TransPAC(US, APAN/GNA-G Routing WG)



Collaborative Community – Partnerships 



SecretariatEngineering DocumentationProgrammer

Coordination Committee

Technical Committee

Project Executive Team

Management

Collaborative Community – Governance Structure 



Who Responsibility Meetings

Coordination Committee 
Representatives
from all partner 
organizations

policy, strategy, project activity plan, monitoring 
project management and financial issues

quarterly 
meeting/report

Technical Committee
Representatives
from all partner 
organizations

technical activity plan, technical discussion of 
project development and implementation,
research  paper/reports

monthly 
meeting/report

Project Executive Team
Chinese team will 
take the most 
responsibilities

• project management
• coordination of the committees and partners
• service/platform program development, 
• engineering collaboration
• website and documentation
• Project secretariat

bi-weekly meeting

Collaborative Community – Project Teams 



Collaborative Community – Partners’ Engagement 



Collaborative Community – Bilateral Meetings

3 Rounds of Bilateral Meetings: 
The first round of online bilateral meeting, all 19 partners joined.
The second round of online bilateral meeting, 17 partners joined.
The third round was physical meetings with 6 partners who joined the project meeting 
in person in May in Beijing.



Collaborative Community – Committee Meetings
Technical Committee Meetings5 Joint Committee Meetings

The 5th is held at 
APAN56 right now.



Knowledge Sharing – RPKI Online Training

With APNIC Support, this event was open to all besides the 
project partners, and attracted the participation of 80 engineers 
and technicians from 19 countries and regions.



Knowledge Sharing – RPKI & MANRS Training Events at APAN55

With APNIC Support, these events were open to all 
and a collective of 169 experts and trainees from 
over 20 countries participated in these sessions.



Knowledge Sharing – DNSSec Training  in Beijing

With APNIC Support, the onsite participants are 
more than 60, and online above 1000.



Knowledge Sharing – CompTIA Certificates

• With BdREN’s support, investigation 
of CompTIA Certificates courses was 
finished, and after receiving the 
confirmation with APNIC Foundation, 
we were allowed to use APNIC ISIF 
Project funds to support our NREN 
partners’ engineers to enroll the 
CompTIA Certificates courses.

• Finally, 24 enrollments for the 
selected courses have done with 
APNIC Foundation’s help,  the codes 
are sent to each participant too.



Platforms and System – BGPWatch and Looking Glass

BGPWatch Platform



Platforms and System – Two Research Papers and One Report



Knowledge Sharing – Platform Demonstration
https://www.cgtf.net/wp-content/uploads/2023/07/BGP-Watch-Video-V4.mp4

BdREN team worked with Tsinghua team for writing the user 
manual and making video demonstration.



Deliverables and Dissemination – Project Website



Deliverables and Dissemination – Presentations

APAN55APAN54APAN53

TNC23 APAN56

The application for an on-site booth 
was approved by IGF2023 last week.

(8-12 Oct., 2023, in Kyoto, Japan)



Budget and Expense - Consolidated
Acknowledgement:
AARNET, 
APAN-JP, 
REANNZ,
And TransPAC
(APAN Routing WG)
fully contributed to 
the project without 
using any ISIF funds.

KREONET and 
SingAREN
contributed to the 
project by using 
partial project funds.



Budget and Expense - Training



Budget and Expense – Community Engagement



Budget and Expense – Other Support Services



The Extension Project
Name: An Extension of the Ongoing Project ‘Developing a Collaborative BGP Routing Analyzing and 
Diagnosing Platform’ 
Duration: 18 months
Funds: 85000USD
Objectives(draft): 
to continue enhancing the capacity of NRENs' network operation and measurement, community 
engagement and reaching out for international collaborations. The main works are proposed as the 
draft as follows:
1) Technical work: 
- Develop an integrated Looking Glass platform, which can leverage many Looking Glasses and return 
data to users, and use Looking Glass to further check routing hijacking at the data plan, and 
to improve detection accuracy.
- Develop path hijacking detection and routing leak detection, continue to maintain and fix bugs in the 
BGPWatch platform.
2) Others works: 
- Continue community development and engagement, international collaboration and knowledge 
sharing



The Report of the Technical Committee


